# Cybersecurity Incident Report:

# Network Traffic Analysis

| Part 1: Provide a summary of the problem found in the DNS and ICMP  traffic log | |
| --- | --- |
| The standard port of the network would be 443, but it is unreachable that may occur because of the configuration of the firewall or a problem with the web server. This may be a sign of an attack. | |
|

| Part 2: Explain your analysis of the data and provide one solution to implement |
| --- |
| The incident occurred 13:24 today, RH informed us that the web portal was not connecting. So our team utilized TCPdump to analyze the problem, and we discovered that the port 443 which is used for HTTPS traffic was unreachable. We are trying to investigate the cause and restore the web portal.  Our next step is going to be checking the firewall, but there is a chance that this was an attack. |